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CHAPTER 1: SAFETY

1. SAFETY

WARNING! FAILURE TO FOLLOW THE SAFETY PRECAUTIONS LISTED BELOW MAY RESULT IN PROPERTY DAMAGE
OR PERSONAL INJURY. PLEASE READ AND COMPLY WITH THE FOLLOWING:

SAFETY GROUND: The connection to earth of the supplementary grounding conductor shall be in compliance with the
appropriate rules for terminating bonding jumpers in Part V of Article 250 of the National Electrical Code, ANSI/NFPA 70, and
Section 10 of Part | of the Canadian Electrical Code, Part |, CSA C22.1.

WATER AND MOISTURE: Care should be taken to prevent entry of splashed or dripping water, other liquids, and physical
objects through enclosure openings.

DAMAGE: Do not operate the device if damage to any components is suspected.

POWER SOURCES: Only connect the unit to a power supply of the type and capacity specified in the operating instructions
or as marked on the device.
NOTE: a) For 115 VAC operation, use the power cord supplied for operation from a 115 VAC source.
b) For 230 VAC operation, use the power cord supplied for operation from a 230 VAC source.

GROUNDING OR POLARIZATION: Electrical grounding and polarization means must not be defeated.

POWER CORD PROTECTION: Care must be taken during installation to route or arrange the power supply cord to prevent
and avoid the possibility of damage to the cord by external objects. Pay particular attention to the exit point from the device
and plug.

POWER SUPPLY CORD ROUTING: The power supply cord shall not be attached to the building surface, nor run through
walls, ceilings, floors and similar openings in the building structure.

SERVICE: Do not attempt to service the device beyond procedures provided the operating instructions. All other servicing
should be referred to qualified service personnel.

MODIFICATIONS: Modifications should not be made to the device or any of its components for applications other than those
specified in the operating instructions.

SAFETY CODES AND REGULATIONS: The device should be installed and operated in compliance with all applicable local
safety by-laws, codes and regulations.

BATTERY REMOVAL AND REPLACEMENT: Disconnect power (AC or DC) from the equipment before battery removal and
replacement. This is accomplished by unplugging the power cord from the power outlet. Replace the battery with Sony part
No. CR2032 or exact replacement only.

CAUTION: Use of a different battery type may present a risk of fire or explosion.

BATTERY DISPOSAL: Recycle or dispose of batteries in accordance with the battery manufacturer’s instructions and local/
national disposal and recycling regulations. Please call 1-800-8-BATTERY or go to the website at www.call2recycle.org for
information on recycling or disposing of your used battery.
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2.2

2.3

2.4

2.5

QUICK START GUIDE - READ ME FIRST

UCrypt® IP to IP Encryptor Functionality
This UCrypt device has the following basic features and resources:
* Receives IP multicasts on a Gigabit Ethernet network.
*  Allows flexible selection of desired programs from the IP multiplexes.
«  Encrypts the selected programs with Pro:ldiome.
«  Allows flexible assignment of selected programs to output IP multiplexes.
*  Outputs IP multicasts on a Gigabit Ethernet network

For detailed information on configuration, go to the ATX website (atxnetworks.com) in the Resources & Support section, User
Documents sub-section to download the Installation & Operation Manual.

This Quick Start Guide will take you through the steps required to get your UCrypt device up and running if you have not done
this before. Follow the steps below:

Install and Power Up

You may be doing this first setup in your lab so detailed installation details are not provided here. See the Installation and
Operation Manual for installation details. You can get it from the ATX website (atxnetworks.com) in the Resource & Support
section, User Documents sub-section. You will first need to get a user name and password from your ATX Networks support
or sales representative and the contact numbers are on this same web page. Refer to “Installation Summary” on page 4-1
for a brief overview of mounting and powering information.

A\ NOTE: |If the unit is to be mounted in a rack, it is essential to attach the rear mounting ears to
i/ ! \ mounting rails to provide support or alternately install the equipment on a well supported shelf.

Connect the Cables

A computer with web browser and Ethernet network port will be required to configure the UCrypt device. Establish a network
connection with the supplied crossover network cable. Connect the input and output ports to your GbE switch.

Refer to “5. Cabling Connections” on page 5-1 for more details about cabling.

Start the UCrypt® Management Interface

The software for configuring the UCrypt Management Interface is provided by a built in secure web server which presents
configuration pages. You will connect with the secure web server at https://192.168.0.23 which is the default address, and log
in to access the Interface.

The UCrypt device will take about 90 seconds to boot up after applying power before you can begin configuration.
Refer to “7. Management Interface” on page 7-1 for basic setup to connect to the Management Interface.

Change Network Settings

If it is necessary to change the network IP address to access this unit remotely on a network, that is done on the System
configuration tab.

Refer to “10. SYSTEM Tab - Configuration” on page 10-1 to change network IP addresses.

Optionally Import an Existing Configuration File

The UCrypt device supports mass deployment with an importable/exportable configuration file. If you have a previously
exported configuration file to import, refer to “11. CONFIGURATION Tab - Configuration” on page 11-1.

If you have no file to import skip to Step 12.1 below.
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2.6 Select Programs for Processing
You first need to define the incoming multicast addresses and Ports which contain the programs that you want on the UCrypt
device output. Enter the IP address(es) and associated Port number(s), click Save then click the Detect Programs button to
read the Transport Stream(TS) PAT and PMT Tables. Only programs that are in the clear on the input may be selected to be
processed by the UCrypt device. Each program on each multicast will have an accompanying drop down dialog box with 3
options:
»  Filter
Program is ignored by UCrypt device and not passed to the output.
»  Passthrough to Output
Program is passed to the output without encryption applied.
«  To Pro:l Encryptor
Program is encrypted with Pro:Idiom before being sent to output.
Refer to “8. INPUT ETHERNET VIEW Tab - Configuration” on page 8-1 for a summary of steps to select programs.
2.7 Configure Output Multiplexes
You need to specify the IP Address of the output multiplexes.
Refer to “9. OUTPUT MPTS VIEW Tab - Configuration” on page 9-1 for more details.
2.8 Assign Programs to Output Multiplexes
Finally, the programs selected on the Input Ethernet View tab are assigned to output multiplexes. Pro:ldiom encryption is
automatically done if the program was selected with the “To Pro:l Encryptor” routing. You may combine encrypted and non-
encrypted programs in the same output multiplex. Depending on the model of UCrypt device ordered, you may either build
SPTS or MPTS multiplexes. The MPTS model may also be used to build SPTS multiplexes.
Refer to “9. OUTPUT MPTS VIEW Tab - Configuration” on page 9-1 to assign selected programs to output IP multiplexes.
That’s it, you’re done
If you followed all the Read Me First directions, you should have programs on the IP output channels that you configured. Use
an IPTV or computer with media player such as VideoLAN to view programs that are in the clear and an appropriate Pro:ldiom
compatible TV or STB with built-in Pro:ldiom to view encrypted programs. Download the full Installation & Operation Manual
from the ATX website (atxnetworks.com) in the Resources & Support section, User Documents sub-section for more details
than are presented here. Click the Help tab to download it to your Management Computer.
2-2 MDU Solutions® — UCrypt® IP to IP — Quick Start Guide
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3.1.2

IMPORTANT CONFIGURATION INFORMATION

Support for Two Simultaneous Configurations

As work on configuration progresses, changes will need to be made to multiple pages in the Management Interface. As work is
completed on each page, the changes must be saved and there is a Save button conveniently located on every configuration
page where configuration changes need to be saved. If changes are made and you navigate away from the page without
saving, the changes may be discarded.

When you are satisfied that all configuration changes on the UCrypt device are complete and correct, click the Apply button
located by the save buttons on any page, they all do the same thing. There is no need to apply the configuration as you
complete work on each page. You may Save your work as you go and Apply the configuration when completed.

Saved Configuration

This can be thought of as a work in progress and any changes can be made in the configuration without affecting
how the UCrypt device is currently working and providing services. This saved configuration can be discarded at
any time without affecting the working UCrypt device configuration or can be ‘Applied’ to make it the new working
configuration. To discard your configuration changes browse to the Configuration tab and click the Revert button.
The Revert action is not service affecting.

Applied Configuration
This is the working configuration that is currently being used to provide the desired services to the output and
regardless of the changes made in the Management Interface as discussed above, changes do not take effect until
the Apply button is clicked and the configuration is applied.
During configuration, while changes are being made, the saved configuration and the applied configuration differ by the
changes that have been made and saved since last clicking ‘Apply’. After the Apply button is clicked, the saved configuration
and the applied configuration are identical.

/ NOTE: Clicking the Apply button will cause a service interruption while the UCrypt device re-
71 . . . . , ) .
i ! \ provisions itself with the new working configuration. It is best to make all changes necessary on all
configuration pages and apply the changes when completed.
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INSTALLATION SUMMARY

Mounting

NOTE: |If the UCrypt unit is to be mounted in a rack, it is essential to attach the rear mounting
ears of the unit to rear mounting rails to provide support or alternately install the equipment on a
well supported shelf

Rack mount brackets are provided with the UCrypt device for mounting in a standard EIA 19” rack. Brackets are also provided
for mounting the UCrypt device to a vertical backboard for sites where no rack mounting facilities exist.

Parel Mount Rack Mount

Equipment Safety Grounding

It is imperative that the UCrypt device housing be connected to a permanent building ground in a manner that will ensure that
the exposed metal parts are constantly connected to ground even when the power cord may be disconnected temporarily. A
grounding lug is provided on the rear panel to conveniently effect such a connection. The following guidelines are provided to
clarify the requirements for the installation to meet UL, CUL and CB standards. The use of the words “Ground” and “Earth” as
well as “Grounding” and “Earthing” may be used interchangeably and in this context, have the same meaning.

1.

The supplementary equipment grounding conductor is to be installed between the UCrypt device rear panel ground
connector and earth, that is, in addition to the equipment ground conductor in the power supply cord.

The supplementary equipment grounding conductor may not be smaller in size than the branch-circuit supply
conductors or a minimum #14 AWG. The supplementary equipment grounding conductor is to be connected at the
rear panel terminal provided, and connected to earth in a manner that will retain the earth connection when the power
supply cord is unplugged. The connection to earth of the supplementary grounding conductor shall be in compliance
with the appropriate rules for terminating bonding jumpers in Part V of Article 250 of the National Electrical Code,
ANSI/NFPA 70, and Section 10 of Part | of the Canadian Electrical Code, Part |, CSA C22.1.

Termination of the supplementary equipment grounding conductor may be made to building steel, to a metal electrical
raceway system, or to any grounded item that is permanently and reliably connected to the electrical service
equipment earth.

Bare, covered or insulated grounding conductors are acceptable. A covered or insulated grounding conductor shall
have a continuous outer finish that is either green, or green with one or more yellow stripes.

Ambient Environment

The UCrypt device is designed to operate to specification in an ambient room temperature of 0°C to +50°C (+32°F to +122°F)
however itis recommended that it is installed in an environment that approximates normal room temperature to ensure proper
long term operation.
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44 Power Requirements

The UCrypt device is designed with an autosensing switching type power supply which can operate on a wide range of input
voltages from 115 VAC to 230 VAC. There is no need to configure the power supply to operate on any voltage in this range.
The power cord provided with the UCrypt device is a North American configuration with a NEMA 5-15 grounded plug for 115
VAC. If it is necessary to operate the UCrypt device on 230 VAC, the installer must obtain an IEC cord with a NEMA 6-15

grounded plug for use in North America.
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5. CABLING CONNECTIONS

5.1 Input Ports

The IP multicasts presented to the UCrypt device must be available on a GbE network switch or router and programs within
the multicasts must be in the clear to be processed by the UCrypt device. No encrypted multiplexes may be passed through
this UCrypt device. The input ports on the UCrypt device are GbE only, autosensing. Use standard straight through wired
cables of Cat5e quality or better to connect the 3 input and 3 output ports to available network switch ports. Each input port is
a unique physical input and can be used to receive up to 16 multicasts of 38.8 Mb/s or an aggregate of 620 Mb/s of smaller
size multicasts. If the UCrypt device model is the 8 or 16 Output multiplex model, then there is only a need to connect to one
GbE input port.

5.2 Output Ports

Output multicasts will be presented
on the physical port that they are
defined on in the Output MPTS View
and only 8 multicasts may be defined
for each output port. If there are
multicasts defined on physical ports
be sure to connect those physical :
ports to the network Ethernet switch. : ~— -
Each physical output port is capable
of up to 8 multicasts of 38.8 Mb/s
data rate.

Input Ethemet = = Output Ethernet
Ports < Ports

wlvivlvly

Ethernet Port for EAS
SCTE 18 Messages

Ethernet Port for
Management interface

Management
A Computer

Link Speed
GRN=1000
AMBR=100

Link Activity
GRN=Link Active

UCrypt® Connections to the Management Computer
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6. POWERING UP

NOTE: The factory default configuration is that all IP output streams are disabled so no unintended
\g(/ output into the distribution network is possible. If the UCrypt device has been pre-provisioned
= elsewhere then before powering, ensure that the network output cables are disconnected from the
distribution network to avoid unintentional service outages if there are overlaps between the output

IP addresses and existing services on the network.

Apply power and turn on the rear panel switch below the power receptacle. Boot-up will take approximately 90 seconds.
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7. MANAGEMENT INTERFACE

7.1 Connect to the Management Interface
Minimum Management Computer Requirements

e Computer running Windowse® or other OS

*  Ethernet Network port available

*  Web browser such as Internet Explorere, Firefoxe or similar
*  Adobe Reader for reading this manual

*  Notepad or text editor for capturing text and logs

7.2  Configure the Management Computer Network Port

Set-up of the UCrypt unit requires a laptop or desktop PC running Microsoft® Windows or other operating system with an
available Ethernet network port and web browser software(called the “Management Computer” in the following procedures)

The Management Computer network port must be assigned an IP address in the same subnet as the UCrypt device for access
to the UCrypt Management Interface. The following procedures are for Microsoft Windows XP and a factory default IP address

setting on the UCrypt of 192.168.0.23 subnet 255.255.255.0

»  Connect the Management Computer’s Ethernet adapter to the UCrypt device’s Ethernet port using a Catbe network
cable (supplied with the unit). Link lights should illuminate indicating that the cable connection is correct and working.

. Set the Management Computer’s Ethernet interface to a static IP address on the 192.168.0.x subnet, as described

below:

° From the Control Panel, open Network Connections and select the connection associated with the
Ethernet adapter to be used for connecting to the UCrypt device (e.g., Local Area Connection).

s, Network Connections _1ol x|
File Edit ‘iew Favorites Tools Advanced Help | -Q'f
-6 - @) -
e Back. J L? P Search I Falders x
Address [@ network Connections B
| Name Type Stakus | Device Name | Phone # ot Host Address
Network Tasks S Internet Gateway
B Create & new Hlnternet Connection Inkernet Gateway Connected Inkernet Connection
connection
% Set up 5 home or small -Speed Internet
 office network Right Click fi">P
(=] 'E_ha”gi Witntf:lows e oard LAN LM or High-Speed Internet Connected Realtek PCle 5BE Family Contraller
irewall settings =
. . | Disable
& Disable this netwark  Gererdl ‘ﬁdwal:edl f 2%
device Status 4 ) ra
% Repair this connection Repair 'f Connect using: ,’ General |
(] Realtek PCle GBE Family Controller
| Rename this connection Eridae Connectiong! [O TR [_contgure._] Y You can el IP sellings assigned aulomaiicall if your nelwolk suppots
S . this capabiliy. Dtherwese, you need to ask une natinrk admwinichisine for
& View status of this ] This connection uses the following items: 4 the appropriste |F setlings.
comnection Create Shortcuip, ,' PRrop g
i Delete
Changet settings of this Renam z " Olbesin an I address automati EﬂtE{tJP ar;::jress
connection
Left Click " — Usa the lollowing IP address: - Tl EEE
IP address: 122 168, 0 1M1
P (
(i et = \ Subnet mask: 2525 255 0
[ control Panel A" Desciiption \ Dedfault pateway
\3 My Metwark Places Y Transmézzion Conirol Protocol/intemet Frotocol. The default
LY wide area network protocol that provides communication | Okain DNG servar addiess evtometicalk
(L) My Dacuments 1 actoss diverse nterconnected networks. Y S e s
% Use the lollowing DNS server addresses:
My Computer A Y = o _— A"
¥ Show icon in noltification area when connected * Prelened DNS server: [ BL . 71 255 198
— (Y ¥ Moty me when this connection has limited or o conneciivity \
‘L Y Alemate DNS serves: 4 2.2 .1
Details kS
A"
MainBoard LaN X No need o adjust
LAN ot High-Speed Internet N DNS SEﬁlﬂgS
Connected -|4] \ N ﬂl
Realtek PCle GBE Family Contrallsr AI b

o Right click on the connection and select Properties.
o Select Internet Protocol (TCP/IP) and click Properties.

o Click the selection box beside Use the following IP address to enter a check mark in the box.
o Inthe IP address field, enter 192.168.0.x (where x represents any number from 1-253 except 23).

o In the Subnet mask field enter 255.255.255.0.
o Click OK and then OK again in the previous window.
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7.3 Log in to the Management Interface

On the management computer, open a web browser and enter https://192.168.0.23 in the address field.

If this is the first time you have connected to this UCrypt device with this Management Computer, you may get a warning of a
security violation or error. This is due to the UCrypt device having a self signed security certificate and is not a security threat
but your browser identifies it as such. Simply accept the security exception and proceed to the login screen as shown next.

Other browsers will typically respond in the same manner.

Warning For Firefox Browser

=lalx

¢ > . e x u @ @ B 8
Back Forward Reload “op Home Bookmarks New Tab  Full Screen Downloads:

A [ hteps:fj10.1010 10 R NS

1 ATxUCrpt Configur.. B AT<UCryptConfigur... B ATX UCrypt Configur.

T ATXUCrypt Configur

T Unirusted Connection »

18 | 1 Untrusted Conection

| 1 Untrusted Connection

C

o=l

#1 This Connection is Untrusted
Browser notes this i
connection is untrusted

Tonmection is secure.

are gaing to the right place. However, this sie's identity can't

what Should 1 Do? i

#2

impersonate the site, and you shouldrit continue.

Reasonis that security Get me out of herel 7
certificate is self signed ,’
Technical Details ,

/
N[0 10.10.10 uses aninvald securty certfigite

The ertfcete i ot trusted because i gself-signed,
The certficate i only vald for Uerypt

{Error code: secievraviuntvustediw#ev)

1 Understand the Riskg?

#3

No need to worry, just
click Add Exception

Fed Fircfoxcto connict securelyto 10.10.10.10 , but vgan'tc

ormally, when you ty to connect securely, sites wil present ;?len dentn
e,

TF you Usually connect £ this site without problems, tmsi(mr coud mezn the
2

35 youunderstand what's gogfon, you cen el Frefos tostarttusting ths
£

Jig:cd Securicy Exception

A

Vou are about ko override how Firefox dentifes this site.

will not

HTTPS10.10.10.10

Got Cortficate.
v

oo, | Locaon: |

e
This site sttempts to identfy iesslf wih invaid information.

wWrong Site

Certifcete belongs to a different site, which could indicate an idertity theft.
Unknown Identity

Certficate is nok trusted, because it hasn' been verfied by a recognized authorty.

#5

Click here to add this
exception to your browser.
Youwon' get this problem
again on this UCrypt with

#4

You get this dialog stating
that the certificate is not

connection.

4

dertification

Add Exception

L L T

Dant add an exceptiondinless you know there's a goed reason why this site ¢

verified by an authority

this browser

onfirm Security Exceptian | Cancel

Dane.

N I

Warning in Firefox

Warning For Internet Explorer

ate Error: Navigation Blocked - Windows Internet Explorer =0l x]
. | |+ K -
TS [&] titps:jjse 213,221,157 =4 x I_'Gungle el
Fle Edi View Favortes Tools Help

< Favories | 9u @8 Suggested Sites + @ wreb Slice Gallery +

{& Certificate Error: Navigation Blocked | |

Ep - B v 2 mm - Page - Safety~ Tooks - @+

)
server.
@' Click here to close this webpage.

& Continue to this website (ngt recommended).

@ More information

There is a problem with this website's security certificate.

The security certificate presented by this website was not issued by a trusted certificate authority.
e's address.

The security certificate presented by this website was issued for a different W

Security certificate problems may indicate an attempt to fool you or int:

‘We recommend that you close this webpage and do not continu

B

#1

Internet Explorer notes that the
security certificate for this site
was not issued by an authority

#2

That's OK. Click here to
proceed fo the UCrypt

Warning in Internet Explorer
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After navigating the security warnings, you should be presented with the following screen, on the left, displaying the login
window:

Location: ATX Netwoks Lab User: master
® Login ® Location: ATX Netwoks Lab
rypt: rypt:
PATENT PENDING PATENT PENDING
Input Ethernet View  Qutput MPTS View  System _Configuration Help Input Ethernet View | Output MPTS View  System Configuration  Help
el TInput Ethernet Channels  Detect Pragrams
Password
Lagin Save | Apply
All Ethermet 0 Ethernet 1 Ethernet 2
Ethernet 0 Total Bitrate: 0.0 Mbps.
Input Ethernet #0 Channel #0
Destination IP: [22411.61 port: [5000 — Set All - =] Filter by source 1p: ™
No programs detected
Detect Programs on 0.0
Input Ethernet #0 Channel #1
Destination IP: [22411.62 port: [s000 — Set All - ~] Filter by source 1p: [~
No programs detected
— —

Enter the appropriate User Name and Password for the access level you require from the table below.

Default User Names, Passwords and Privileges
Account User Modify UCrypt® Install Updates | Set Passwords Default Password
Settings
master Yes Yes Yes atx_ucrypt_master_password
admin Yes No No atx_ucrypt_admin_password
user No No No atx_ucrypt_user_password

When the login username and password are successfully entered, the screen on the right above will be presented.
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8. INPUT ETHERNET VIEW TAB - CONFIGURATION

Define input multicasts and select programs from the transport streams for processing on the Input Ethernet View tab.

@ UCrypt;

PATENT PENDING

I Input Ethernet View IOutput MPTS View  System  Configuration Help

.... Input Ethernet Cﬁannels Detect Programs

ry H

¥

:::AII“ Ethernet O ” Ethernet 1  Ethernet 2

Ethernet 0 Total .El;itrate: 163.1 Mbps

Click SAVE after entering Ethernet =0F =4
the Input Multicast tion IP: I224_1_1_61 Paort: |80[J[] || Set All - j Filter by source IP: |_|

Address and Port here

am # .Résolution Bitrate Program Routing Lab

Select To Pro:l Encryptor or
....... ] Passthrough to Qutput for programs
required on the UCrypt output.

1 1080i 17.6,Mbps |T0 Prozl Encryptor ...
|Filter

Input Ethernet #0 Channel #1 I

tination IP: |224.1.1.62 ort: |5000 Filter by source IP: |_| ';:

ram # Resolution Bitra I_!rt';gram Routing Label Output

}Detect Programs on 0.0 | Clear Pfograms on

Force a read of the transport
stream to discover programs
on saved Input Multicast

1080 Detected programs are Encryptor =] | None ._.-"
Detect Programe-on=@:4]  then listed under each &
Multicast address
Input Ethernet #0 Char‘k
Destination IP: |224_1_1_53 Port: |80[J[] I Set All - j Filter by source IPE‘FI
Program # Resolution Bitrate Program Routing Label ‘_.-"“Output
1 1080i 17.3 Mbps ITD Pro:l Encryptor j | None
Detect Programs on 0.2 | Clear Programs on 0.2 | *
Add Channel to Ethernet 0 | Remove Channel from Ethernet 0 |

Click Apply to move selected
Save || Apply [f€eecrrininns programs to Qutput MPTS View

Input Ethernet View Tab

NOTE: Clicking the Apply button will cause a service interruption while the UCrypt device re-

/ ! \\ provisions itself with the new working configuration. It is best to make all changes necessary on all
: configuration pages and apply the changes when completed.
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CHAPTER 9: OUTPUT MPTS VIEW TAB - CONFIGURATION

9. OUTPUT MPTS VIEW TAB - CONFIGURATION

Configure output programs and multiplexes on the Output MPTS tab.

User: master

® Location: AT Networks Lab
ATX UCrypt;
Start here to add a

PATENT PENDING

program to an
output multiplex

Input Etherrle.t..\c{iew'" Output MPTS Yiew ||System Configuration  Help

Avauahle Programs Output Multiplexes
||_ - - I. Set IP address
gram #1 Input 224.1.1.61:8000 - 1080 a0 | Ethernet o and Part I
r Prograk #1 Input 224.1.1.62:2000 - 1030i @ Clicktomove ) | = == o= 0
r @rogra 0\ #1 Input 224.1.1.63:8000 - 1080i ® selected ‘! Etheffiet #0 - Channelyﬂ
: £4:8000 - 1080] @ program(s) to —

™ Program¥¢1 Input 224.1.1,

[ip:[o2a 00 port: Jsooo 1|

I pr £5:5000 .. 1aa07 & 41 iR : :

e Select a program to - ratio0 - 10801 @ Program Bitrate: |3881D?D1 Dlsah_le null stuffing:
move to the output - ’ . i : e

e =l @ tickp (72000 - 1080i @ appears here . EAS: This output will be used auing’a force tun

™ prd '68:8000 - 1080i @ Program #1 Input 224.1.1.61:8000 - Progra

« | » |Ethernet #0 - Channel #2

J(=H |224.2.1.103 Part: |3
Bitrate: |3881D?D1 Disal

I Pragram-éd-dnput- 22401

Change program
number if required

"B2:5000 - Program |1 [ ]

L« || » | Ethernet #0 - Channel #3
E— ~ STipefezaza004 port: [s000
en clic 5
e 5 Bitrate; |3881D?D1 Disable null stuffing: ¥

ogram #1 Input 224,1,1,63:8000 - Program |1 ®

Click Save to save the
changes or Apply to
make the change active

Autohssian ] Clear |

Expirt C5W Apply Outputs |
v

To rermove a program
from a multiplex -
click to tick

Output MPTS View Tab

NOTE: Clicking the Apply button will cause a service interruption while the UCrypt device re-
provisions itself with the new working configuration. It is best to make all changes necessary on all

configuration pages and apply the changes when completed.

For detailed information on configuration of this page, go to the ATX website (atxnetworks.com) in the Resources & Support
section, User Documents sub-section to download the Installation & Operation Manual.

MDU Solutions® — UCrypt® IP to IP — Quick Start Guide 9-1
ATX Confidential & Proprietary



CHAPTER 9: OUTPUT MPTS VIEW TAB - CONFIGURATION

This page intentionally left blank

9-2 MDU Solutions® — UCrypt® IP to IP — Quick Start Guide
ATX Confidential & Proprietary



CHAPTER 10: SYSTEM TAB - CONFIGURATION

10. SYSTEM TAB - CONFIGURATION

Access system configuration properties on the System tab.

Uszer: master

® Location: ATX Networks Lab
ATX rypts
PATENT PENDING Click here on System to
set up system wide

k configuration properties
Input Ethernet Yiew  Output MPTS Yiew | System | Configuration  Help

Users

User: Imaster:lv Modify User Names
Password: [TITTITTTTITITTTIT Y] and Passwords
Confirm Password: I

Set Password |

Only master user can set passwords

Power

Reboot: Feboot | e Ucrypt power control options
Reboot immediately available within software control

Powercycle: Powercycle |

Powercycles immediately. System will rgmain off for 30 seconds before rebooting.

Shutdown: Shutdown |

Schedule a shutdown for 60 seconds.

Cancel: Cancel Shutdown |

Cancel pending shutdown.

Scheduled Reboot: |3;DU Abd g( Schedule a reboot once or recurring j

I Enable Scheduled Rebogt—""" |
I Recurring

Save Reboot Settings |

System Uptime: 26.0 Days

Serial Number UCrypt system

serial number
System: 021007000095 =—
Firmware
System Version: L2 rUge Browse and Upload controls
Update: I Browse.. | to update the Ucrypt System

software when necessary
Upload |

Cnly master user can apply updates

System Tab - Part 1

10.1 Default User Names and Passwords

Default User Names, Passwords and Privileges
Account User Modify UCrypt® Settings | Install Updates | Set Passwords Default Password
master Yes Yes Yes atx_ucrypt_master_password
admin Yes No No atx_ucrypt_admin_password
user No No No atx_ucrypt_user_password

For detailed information on configuration of this page, go to the ATX website (atxnetworks.com) in the Resources & Support
section, User Documents sub-section to download the Installation & Operation Manual.
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Metwork
Configuration: IP address: |192.188.D.23
MNetrmask: |255.255.285.0
Gateway: [182.168.0.1
DMS 5 : 4222
Brver Management Interface I
DMS Search Daormain: IP Address Settings |
DHCP client mode enabled: I
DHCP Hostname: |ucrypt
HTTP Port: IBD
HTTPS Port: 443
MAC Address: 00:22:2c:00:05:e5
. Enable
MPEG Output Interface 0 IP: [192.168.100.2 ™ Dhcp
. Enable
MPEG Output Interface 1 IP: [192.168.101.2 ™ Dhcp
Streaming Interface Enable
MPEG Output Interface 2 ' P Address Settings I J192.166.102.2 ™ Dhcp
. Enable
MPEG Input Interface 0 IP: [192.1668.100.4 ™ Dhcp
. Enable
MPEG Input Interface 1 IP: J192.166.101.4 I Dhep
Save your MPEG Input Interface 2 IP: 192 168.102.4 [ Enable
-- p I DHCP

et Metwaork |

Only master/administrator user can set network

settings
Encryption
Send Key Update I
Health
Diagnostic: Download Diagnostic File |
, ) Cooling Fan Status
IFEMmE: B D D: o Showing how failed fans
Front fan 1: OK IR
Frant fan 2 OK are reported)
Front fan 3: Failure
Time
|20113’DB£29 11:39:08 AMEDT
Set Date And Time |
Logging

Wiew Log
Set Email and SNMP
Alerts . Alerts

Alert Settings

Emergency Alert System {SCTE18)
_—(Conﬁgure EAS Settings j
E4S Settings

Product Type

Product Type: GigE to GigE Proi UCrypt model and
SKU Type: 24 Prol SPTS IP Outputs capabilities
FACE attached: False

System Tab - Part 2

For detailed information on configuration of this page, go to the ATX website (atxnetworks.com) in the Resources & Support
section, User Documents sub-section to download the Installation & Operation Manual.
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11. CONFIGURATION TAB - CONFIGURATION

Access mass deployment and backup file utilities on the Configuration tab.

User: master

: ® Location: ATX Networks Lab
ATX rypt;

PATENT PENDING P Import channel
. configuration

Input Ethernet View  Output MPTS View  System | Configuration | Help

-
o
+

o

Modify Channel Configuration -~

& _Aeply |

Apply the saved configuration to the device.

Verify |

"'-.!Ensure all configuration parameters are consistent.
Import Channel Configuration ™

e,

s

[choose File to Upload 2=l

||._;‘I:mm=dl.'5\'h|== jl O (¥ 5

Import Qutputs

Export Channel Configuration

Select folder and
exported file

........

Expor:t.-‘all channel and outpL

Reset Channel Configuration H \
_Cear | . il R R [
Clear all charingl and output I -0 uchice o oy |
Revert
Revert saved conﬁgureﬁ:‘l’bﬂ-tt_:“currently applied configuration. o ’
L TP PP PR TE L L L ;I

a8 NOTE: Clicking the Apply button will cause a service interruption while the UCrypt device re-
! provisions itself with the new working configuration. It is best to make and save all changes

necessary on all configuration pages, then apply the changes when completed.

For detailed information on configuration of this page, go to the ATX website (atxnetworks.com) in the Resources & Support
section, User Documents sub-section to download the Installation & Operation Manual.
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CHAPTER 12: SERVICE & SUPPORT

12. SERVICE & SUPPORT

12.1 Contact ATX Networks

Please contact ATX Technical Support for assistance with any ATX products. Please contact ATX to obtain a valid RMA
number for any ATX products that require service and are in or out-of-warranty before returning a failed module to ATX.

TECHNICAL SUPPORT

Tel: 289.204.7800 — press 1

Toll-Free: 866.YOUR.ATX (866.968.7289) USA & Canada only
Email: support@atx.com

SALES ASSISTANCE

Tel: 289.204.7800 — press 2

Toll-Free: 866.YOUR.ATX (866.968.7289) USA & Canada only
Email: insidesales@atx.com

FOR HELP WITH AN EXISTING ORDER

Tel: 289.204.7800 — press 3

Toll-Free: 866.YOUR.ATX (866.968.7289) USA & Canada only
Email: orders@atx.com

Web: www.atx.com

12.2 Warranty Information

All of ATX Networks’ products have a 1-year warranty that covers manufacturer’s defects or failures.
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